
Simulated attacks based on real  
world incidents

At risk staff auto-enrol in training to 
ensure the organisation is protected

We help you identify & improve key 
cyber risk areas in your organisation, 
including training & testing your staff 

Product Overview

How It Works 

1 in 3 consumers will stop using a business after a security 
breach. We have taken the complexity out of addressing cyber 
risk with our self-managed portal covering the full spectrum of 
prevention, detection, incident response and business resilience 
capabilities. Management firstly conducts our 50-point cyberrisk 
assessment to determine your current risk profile. 

A nominated staff member is able to create a tailored training and 
testing programme for all employees and provide regular update 
reports via the portal on your progress. The implementation of 
a proactive approach to information risk management ensures 
that your business is better prepared for any internal or external 
attacks. This leaves your company more secure.

Vox Cyber 
Security 

Portal

Visit us at vox.co.za
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A single portal to assess 
your cyber risks, train & test 
your employees and track 
your progress.

You have full visibility and reporting 
capability of the entire process 

Training courses can be accessed  
from any Android or iOS phone,  
tablet and computers

A cybersecurity toolkit consisting of 
checklists, policies and posters provides 
guidance to close gaps

Steps to getting your business to cybersecurity safety.

Business 
Toolkit Training Simulated 

Attacks
Reporting 
Dashboard

• Cybersecurity health check

• Cyber risk dashboard

• Ready-to-edit templates

• Security awareness posters

• Cybersecurity awareness 
courses

• Changing culture requires 
engaging, fun and informative 
training on a regular basis

• Based on real-world incidents

• Automated delivery and reporting

• Simulated real-world cyberattacks 
to test, measure and fix 
effectiveness of the training

• Get clear actionable reports

• To measure and identify  
risky areas

• Export data for meaningful 
management and reporting



About Vox
Innovation and insight combine in Vox, a market leading   
end-to-end integrated ICT and infrastructure provider and 
telecommunications company. From data to voice, as well as  
cloud, business collaboration and conferencing tools, Vox offers 

intelligent solutions that connect South Africans to the world, 
supporting entrepreneurs, customers and commerce, whilst  
practicing values of integrity, choice and service excellence  
in all of its dealings. For more information click here.

New Business Sales JHB : +27 (0) 87 805 5050
Consumer Support : +27 (0) 87 805 0530 
Business Support : +27 (0) 87 805 0500
Email: info@voxtelecom.co.za

For more information on complementary or 
alternative products visit us at vox.co.za
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• An all-in-one online cybersecurity portal 
An easy-to-use online cybersecurity portal available 24/7 to 
help you manage cyber risks facing your organisation and track 
your improvement progress. 

• 40+ security awareness courses 
Courses covering all cyber topics that you can access from any 
device, anytime. 

• Cybersecurity health check 
An intuitive online cybersecurity health check created by 
experts, with 50 questions covering key areas of  
your organisation.

• Business cybersecurity pack  
Based on the results from your cybersecurity health check 
we create an easy to follow programme filled with checklists, 
policy templates, posters and operational guides you can 
implement. 

• 50+ spear phishing templates 
Realistic attack simulations based on actual incidents – 
includes and automated delivery and reporting module.  

• Reporting and dashboards 
Get clear actionable reports to measure and identify risk areas 
all through an interactive dashboard environment.

Main Features and Benefits

Additional Information  

The Vox SME Cybersecurity Portal complements your Information Technology for a more robust cybersecurity solution.
All clients who sign-up within 3 months will receive a free Wolfpack POPIA (privacy) starter kit.

STEP 1 STEP 2 STEP 3 STEP 4 STEP 5 STEP 6

              Wolfpack Cybersecurity Platform - Onboarding Diagram

Terms of Service

• Complete terms of 
service agreement.

• Identify champions  
at organisation.

• Champion is first to 
be enrolled.

• Champions to complete 
the Cyber Health Check.

• After health check  
completion, view the 
cybersecurity dashboard 
to see company’s high-
risk areas.  

•  An awareness schedule 
will be automatically set 
up based on results of 
cyber health check.

• If the champion would  
rather follow a custom 
awareness schedule, 
they would set it up now.

• Align the chosen 
poster topic with 
the organisation’s 
vulnerabiliies outlined 
in the cybersecurity 
health check.  

• The champion of the 
organisation will now 
begin onboarding 
learners and their 
cybersecurity journey 
begins!

 Identify Champions Complete health check Set up the awareness
training schedule

 Distribute and erect  
awareness poster

Onboarding of 
learners


